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Clark Hiestand
J966 Centre St. Apt. 4
San Diego, CA 92103

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my aopposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access,

I do not believe this requirement is necessary. Lengstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers hy trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement te look through,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extenstve deliberations, set up boundaries for how
the FBI <¢an collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—=in
wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely,

Clark Hiestand
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Eric Hobbs

9716 Ramona St.
Bel1flower, CA 30706

March 18, 2004

FCC Chairman Michael Powell
fFederal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the 1ndustry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enfaorcement to look through.

I am very concerned that this requirement. represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to aur personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue qgovernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

E. Habhs
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Matt:an1er
23 Packard Avenue
Somervile, MA 02144

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems araund
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government is ¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vyou to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely,

Matt Minijer
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Sid Huf

35 Stanford Heights Ave.
San Frapcisco, €California 94127

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Intermet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can <ollect information between sources like phaone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sert of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Sid Huff
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Ris Misner

1705 Brady Lake Rd.
Kent, OH 44240

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

As a software engineer I am intimately familiar with the technical issues of
computer and internet security. Internet security is already far too weak,
allowing hackers access to sensitive personal information which has led
directly to the new widespread crime of identity theft, which is a very serious
problem that has destroyed many people’s lives.

Further weakening internet security by requiring loopholes and so—called "back
doors” for the purposes of allowing law enforcement to spy on the internet will
further widen the cracks in the already deficient internet security systeéms so
that hackers will have even easier access to sensitive and private personal
information. In turn, ho credit card number exchanged on the internet would be
safe from eavesdropping hackers, and internet commerce would be utterly
destroyed.

What you have to understand is that a network c<omputer miles away deoes not have
the ability to physically look at a law enforcement officer’s badge to confirm
his authority. The aofficer must transmit electranic credentials through the
network to tell that computer that he is autharized to listen in on
communications. If such a system is implemented, then hackers will find it
easy to masquerade as law enforcement officials and trick these network
computers and communication systems into believing that the hackers are in fact
authorized to listen in on all communications, thus handing every internet
user’s credit card number over to the hackers on a silver platter.

If such measures are taken, then internet commerce will become a thing of the
past, and very possibly the internet in general will suffer and lose out.
Busingsses will ¢lose. Websites will shut down. The internet will lose users
en masse.

The internet has been a major boon in cultural exchange in which people of all
ages from all natiens all around the world join together and communicate with
each other, often about nothing all that important, but with an unspoken
subtext that we are all the same, all one people and one race of Human Beings
with a common bond and a common kind of 1ife. It has been the greatest boon to
intercultural understanding and world peace since the invention of the
telephaone or the airplane, and to destroy the ability to do commerce on the
internet would risk throwing away the rest of the cultural exchange that goes
on there. HNothing is worth that, not even the war on terror.

Sincerely,

Ris Misner
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Jan Contreras
17124 Willard Street
Van Nuys, CA 31406

March 18, 2004

FCC Chairman Michael Pawell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this regquirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to Took through,

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persanal caommunicatians. Past
efforts to provide this sart of backdoor access have not been successful and
only c¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous sugdestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Fan Contreras
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walter Nicholes

2336 Delaware Drive

Cleveland Heights, OH 44106
March 18, 2004

FCC Chairman Michael Powell

Federal Communications Commission
445 12th Street SW
Washington, DC 20554

FCC Chairman Powell:
As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.
This requirement is uncessarily intrusive. When will it stopPAain, I urge you
to oppose the dangerous suggestion of the Department of Justice that our new
Internet communication technologies should have built—in wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

walter S. Nicholes
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Michael Buchanan

7427 Elphick Road
Sebastopol, CA 35472

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissiaon
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

1 do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI c¢an collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts tao provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Michael B. Buchanan
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Cindy Myrick

POB B4
Bridport, Vermont 05734

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20994

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actuaily build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogque government agents to access our persgnal communications. past
efforts to provide this sort of backdoor access have not been successful and
only c¢reated a rich opportunity Ffor hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet <ommunication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts an this matter,

Sincerely,

Cindy and Steve Myrick
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Shea Donovan

16 FRANKLIN ST

WAKEFIELD, MA 01BBO

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, 1 am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

1 do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually huild its systems around
government eavesdropping. It is the eguivalent of the gqovernment reguiring all
new homes be built with a peephole For law enforcement to laok through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmatian between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents toc access our personal <ommunications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to appose the dangerous suggestion of the Department of
Justice that our pew Internet communication technologies should have built=in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Shea M. Donovan




T T T Panfel dalarza v
10623 Satinwood Circle
Orlando, FL 32825

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies ta allaw
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eqguivalent of the government requiring all
new homes he huilt with a peephole for law enforcement to look through.

1 am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources 1ike phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the Tlaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential far hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sert af backdoor access have not been successful and
only c¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Daniel Galarza
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Evan Schwartz
56 West B9th Street
New York, NY 10024

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my gpposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to farce the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundarfes for how
the FBI can collect information between sources like phone companies and data
sources fTike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents  fo access our perscnal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

Sincerely,

Evan Schwartz
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martha moran

300 3 51
nyc, ny 10022

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a cancerned individual., I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is goino far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to laok thraugh,

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of bhackdoor access have not been successful and
only created a rich opportunity for hackers.

Once again., I urge you to oppose the dangercous sugaestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

martha moran
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Sandra Ross

4478 Hondo-Seco Rd
Arroyo Seco, NM 87314

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, 9C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to Force the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Sandra Ross




T T TSteTla A Meferfeld

333 W. 57th St.
New York, NY 10019

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powel):

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet cammunicatian services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. tongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to ¢onduct surveillance. The FBI is going far beyond these existing
powers by trying to Force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government reguiring aill
new homes be built with a peephole for law enforcement to look thraugh.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
goverpment is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdosr access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Stella A. Meierfeld
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Cregofry Spatz

2020 South Post Street
Spokane, WA 39203

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtaon, DC 20554

FCC Chairman Pawell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that al) new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring all
new homes be huilt with a peephole for law enforcement to look thraugh.

I am very concerned that this requirement represents an end-run araound
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Cregory Spatz



) TTTRhaTIY B farTan '

22 Lishon st H2
Clifton, NI 07015

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington. DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my aopposition tao the
Department of Justice s reguest that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
governpment eavesdropping. Tt is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is ¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Khalil Difallah
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Carol Huhs

9730 Madison
Kansas City , MO 64114

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Skreet Sw

Washington, DC 20554

FCC Chairman Poweli:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that ali new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement 1s necessary. Llongstanding laws already
require Internet Service Providers and Internet telephane companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these exigting
powers by trying to force the industry to actually build its systems argund
government eavesdropping. It is the equivaient of the government requiring all
nhew homes be built with a peephole for law enforcement to look thraugh.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI <an collect information betwesn sources like phane companies and data
sources 11ke e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communicatiohs. the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet <ommunication technologies should have built—in
wiretapping.

I lTook forward to hearing your thoughts on this matter.

Sincerely,

Carol A. Huhs
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Daniel Wiener

4250 Yukon Ave.
Simi Vvalley, CA 93063

March 18, 2004

FCC Chairman Michael Powell

Federal Communications Commission
445 12th Street SW
Washington, DC 20554

FCC Chairman Poweli:
As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.
The Internet is one of the greatest inventions to promote liberty and a free
society that has ever existed. Proposals such as this risk crippling the
Internet and placing it under the control of bureaucrats and paliticians.
This looming damage to the Internet is a far greater threat to our freedom and
our security than any slight law enforcement advantage that the DOJ proposal

purports to provide.

Please oppose the dangerous suggestion of the Department of Justice that our
new Internet communication technologies should have built—in wiretapping.

Please uphold your oath to defend the Constitution of the United States.

Sincerely,

Daniel Wiener
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Gordon Meyer

2208 Lenox Pl
Santa Clara, CA 95054

March t8, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC chairman Powell:
As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communicaticn services be
required to have bujlt—in wiretapping access.
I am very caoncerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail, The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.
I ook forward to hearing your thoughts on this matter.

Sincerely,

Cordon Meyer
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Lorraline Kitman

P.0. Box 1026
Grover Beach, CA 93483

March 18, 2004

FCC Chairman Michael Pawell
Federal Communications Commission
445 12th Street SW

wWashington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice 5 request that all new Internet communication services be
reguired to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping, It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can caollect infarmation between sources Tike phone companies and data
sources like g-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communicatiens, the
government is creating the very real potential for hackers and thieves or
€ven rogue government agents to access our perscnal communications. Past
effarts to provide this sart of backdoor access have not bean successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I laok forward to hearing your thoughts on this matter.

Sincerely,

Lorraine Kitman
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Erika Suderburg

1807 Effie St. ‘
Los Angeles, CA 90026

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Caommission
445 12th Street SW

Washington, DC 20554

FCC Chatrman Powell:

As a cencerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built-in wiretapping access.

Please eput an end to abuse of power! I do not believe this requirement is
necessary. Longstanding laws already require Internet Service Providers and
Internet telephone companiss to allow the FBI to conduct surveillance. The FBI
i going far beyond these existing powers by trying to force the industry ta
actually build its systems around government eavesdropping. It is the
eguivalent of the government reguiring all new homes he built with a peephole
far Taw enforcement to lock through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents  to ac<cess our personal communicatians. Past
efforts to provide this sort af hackdoor access have not been successful and
only created a rich opportunity for hackers.

Onc¢e again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I lTook forward to hearing vour thoughts on this matter.

Sincerely,

Frika Suderburg
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Jim Br1?ﬂnn

1803 W. Wictaria Avenue
Anaheim, CA 92804

March 18, 2004

FCC Chairman Michael Pawell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

fs a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have huilt—in wiretapping access.

I do not believe this requirement is necessary. longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enfaorcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phane companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
EVENn rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Yook forward to hearing vour thoughts on this matter.

Sincerely,

Jim Brillon




Arthur Sachs

LA Ao GG

117 King Arthur Ct.
PALATINE, Illinois 60065

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissiaon
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for law enforcemant to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can <ollect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance,

I understand that by requiring a master key to our persocnal communications, the
government is ¢reating the very real potential for hackers and thieves ar
even rogque government agents ta access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only ¢reated a rich oppoartunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
TJustice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts aon this matter.

Sincerely,

Arthur M. Sachs
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Richard H. Rocha

7942 Chase Circle, Unit 117
Arvada, (O B0OD3

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

This requirement is not necessary. Longstanding laws already require Internet
Service Providaers and Internet telephone companies to allow the FBI to <onduct
surveillance. The FBI is going far beyond these existing powers by trying to
force the industry to actually build its systems around government
eavesdropping. It is the equivalent of the government reguiring all new homes
be built with a peephole for law enforcement to look through.

By requiring a master key to our personal communications, the government is
<reating the very real potential for hackers and thieves  or gven rogue
government agents to access our personal communications. Past efforts to
provide this sort of backdoor access have not heen successful and only
created a rich aopportunity for hackers.

Stop this insanity!!! Oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

Sincerely,

Richard H. Rocha



